
 The nLogic team has extensive 
experience defending networks 
and information systems by 
conducting vulnerability 
assessments and penetration 
tests, responding to computer 
security incidents, mitigating 
risk, and analyzing threats.  We 
provide the technical expertise 
and tools necessary to defend 
against attacks while keeping 
critical  systems operational. Our 
staff brings significant training 
and certifications. 
 

 nLogic is known for delivering 
superior products and services 
in an affordable manner. 

Contact Information 

nLogic, LLC | 4901 Corporate Drive, Suite H | Huntsville, AL | 35805 
Phone: 256-704-2525 | Fax: 256-704-2540 

Tim Thornton, CEO/President 
tim.thornton@nlogic.com 

Joe Paschall, Vice President 
joe.paschall@nlogic.com 

Cyber Security 

Capabilities: 

 Security Operations Center 
Management 

 Computer Network Defense (CND) 
 IA Requirements and Strategy  
 Designated Accreditation 

Authority (DAA) Support 
 IA Test Plan Development and Test 

Readiness Review (TRR) 
 Vulnerability Assessments 
 Cyber Security Exercise Support 
 Risk Assessment and Mitigation 
 Process improvement 
 System Security Plan (SSP) 
 National Industrial Security 

Program Operating Manual 
(NISPOM) 

 DoD Information Assurance 
Certification and Accreditation 
Process (DIACAP) 

 NIST Risk Management Framework 
(RMF) 
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